Issue/Background

Mass serialization involves the incorporation of a unique identifier number on
each drug package in order to track the individual drug package as it moves
through the drug supply chain. We sought comment on mass serialization
numbering schemes, including the preferred numbering convention, the merits of
incorporating the National Drug Code (NDC) number and its impact on patient
privacy, and the timetable for mass serialization across the drug supply chain.

VWhat We Heard

Almost all the comments recommended that industry use a single numbering
convention to reduce costs and complexity. One comment noted that multiple
numbering schemes could lead to conflicts (e.g., duplicate numbers for the same
item) and incompatibility between points in the distribution chain. Several
comments suggested that using random numbers for the product identification
component of the electronic product code (EPC) could increase security, while
concealing proprietary information about the product or manufacturer. However,
other comments suggested that the EPC should include the manufacturer ID as
part of the code.

Many comments addressed whether or not the NDC should be included in the
unique identifier. Many comments were concerned that RFID tags could be
surreptitiously read, and if the NDC was included, it could jeopardize the privacy
of patients and poteniially endanger the drug supply chain. However,
pharmacies and their trade groups supported the inclusion of the NDC, arguing
that their information systems currently identify products by using the NDC and
that they might incur significant costs to change these systems if they used an
EPC that did not include the NDC. Some of these comments also noted that the
NDC plays an important role in the dispensing process and it would be disruptive
to workflow to have to consult another database to link the EPC number to the
NDC number. However, a couple of the comments noted that it is not necessary
to include the NDC as a component of the unique identifier because, pursuant to
FDA regulations (21 CFR §§ 201.2 or 201.25), the NDC is printed on most drug
packaging.

Finally, several comments from stakeholders that are closely involved in
developing the EPC standards suggested that the numbering convention be
sufficiently flexible to accommodate standards-based numbering systems already
in use (e.g. NDC for pharmaceuticals, UID for U.S. Department of Defense,
EAN.UCC for consumer goods.)

Discussion

We continue to believe that using mass serialization to uniquely identify all drug
product packages in the U.S. is a powerful tool in securing the nation’s drug
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supply. The issues surrounding which numbers should be included in this unique
identifier are complex. The NDC number is ubiquitous as an identifier of drug
products for inventory, dispensing, and claims adjudication, among other things.
However, because it is such a recognized number, an NDC number could
compromise patient privacy and supply chain security if it could be read
surreptitiously.

We believe that the NDC number is an important product identifier and it should
be closely associated with the product. We note that, currently, for most
prescription drug product packages, the NDC number is either printed on the
packaging or included in a bar code on the package. We do not anticipate this
practice to change.

We also recognize that inappropriate access to the NDC number on individual
products raises patient privacy and security issues. These competing concerns,
however, can be addressed through IT solutions. Therefore, we believe that for
drug product packages using RFID or other non-line-of-sight technologies, the
unique identifier should either include an encrypted NDC number or provide an
accessible link to the NDC number that is readily available to pharmacies io
facilitate their needs.

Ideally, there should be one numbering scheme used in the drug supply chain.
We recognize that the technology continues to advance and it is difficult to
predict what its capabilities will be in the near future.

Recommendation:

o We recommend that the NDC number should continue to be closely
associated with the product.

e We recommend that for non-line-of-sight technology, such as RFID, the
unique identifier for the product should either include an encrypted NDC
number or an accessible link to the NDC number to protect privacy.

2. Universal Pedigree and Uniform Pedigree Fields

Issue/Background

The PDMA limits who is required to pass a pedigree and authorizes FDA to
determine what information should be included in the drug pedigree. This
information is codified at 21 CFR 203.50. Some States have laws imposing
pedigree requirements on members of the drug supply chain not covered under
the PDMA. Some States have enacted laws requiring additional information io
be included in pedigrees passed with drugs sold in their State. In addition, State
requirements differ with respect to the information that must be included in the
pedigree. We sought comment on what information pedigrees should contain
and how such a uniform standard could be achieved.
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What We Heard

Nearly all comments encouraged FDA to implement federal uniform pedigree
requirements and standards binding on the drug supply chain and States.
Several comments noted the work of stakeholder initiatives, including the
Uniform Pedigree Task Force and the EPCglobal e-pedigree standards working
group. These stakeholder initiatives suggested data fields that could be captured
in a uniform pedigree, including:

e Product Information: drug name, manufacturer, product NDC, dosage form,
strength, container size;

e ltem Information: lot number and expiration date, quantity of units by lot,
product serial number (if serialized);

e Transaction Information: transaction identifier (e.g., PO, invoice) and date,
transaction type (e.g., sale, transfer, return), date received;

e Trading Partner Information: business name, address and license of seller,
alternate ship-from location of seller, seller contact information for
authentication, business name, address and license of recipient, alternate
ship-to location of recipient;

e Signatures/Certifications: digital signature of seller, digital signature of
recipient.

There was near complete agreement that all wholesalers, not just non-authorized
distributors, should be responsible for passing pedigree information. Many of
these comments urged FDA to take appropriate steps to require a universal and
nationally uniform e-pedigree so that stakeholders do not have to comply with 50
different State pedigree requirements.

Discussion

The PDMA requires a statement/pedigree (“in such form and containing such
information as the Secretary may require”) to be passed with certain wholesale
distributions. The PDMA and FDA's pedigree-related implementing regulations
define the information that must be included in a pedigree.

We continue to believe that a universal e-pedigree (i.e., a pedigree passed by all
wholesalers, not just those who are not authorized distributors of record) that
documents the movement of every prescription drug product from the
manufacturer to the dispenser would be an important step in preventing
counterfeit drugs from entering the drug supply chain.

We also agree with the comments that a single, national, uniform pedigree would
be ideal to help ensure efficient distribution of safe and effective medicines. To
be most effective and efficiently communicate chain of custody and other
information about the drug product, it would be ideal if all members of the drug
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supply chain passed a pedigree that was uniform across all States. Fifty different
State pedigrees will no doubt create confusion in the marketplace and could stifle
interstate drug trade. For example, the pedigree laws that were enacted in
Florida, California, Indiana, and other States contain different requirements.

Under existing law, FDA lacks statutory authority to implement a universal and
nationally uniform pedigree. If legislation is considered in this area, we stand
ready to provide technical assistance.

Recommendation:

o We recommend that FDA provide technical assistance if legislation
in this area is considered in Congress.

3. Data Management/Data Security

Issue/Background

For e-pedigree transmission to be successful throughout the drug supply chain,
business partners at each point in the supply chain should be able to share
information effectively and efficiently. The choice of data management practices
and standards becomes an important one for all stakeholders. One issue that
has been raised is whether the data/information should be stored in one central
database or if a distributed approach (where each stakeholder’s system
exchanges information with other systems) should be used.

What We Heard

A majority of the comments advocated the use of a distributed database
approach to data management. Many noted that a centralized database would
be more costly, slower to implement, a threat to patient privacy, and could disrupt
drug distribution if the database was unavailable or compromised for some
reason. Comments suggested that secure peer-to-peer transactions would be
possible under the distributed model. One comment suggested that data

management be controlled centrally via a third party, contractually-managed by
FDA.

A few comments suggested specific data security measures, such as pedigree
documents having digital signatures to maximize document integrity,
authentication, and non-repudiation. Some comments referred to existing data
transmission standards used elsewhere, specifically Public Key Infrastructure,
Federal Information Processing Standards, and the ISO/ICE standards 17799 or
12207. One comment noted that e-pedigrees could be authenticated
electronically, using electronic verification of the digital signature and the signed
transaction content for each transaction. One comment promoted the use of
biometric log-on methods to improve security.
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Discussion

It is vital that specific event information contained in the electronic pedigree be
secure. We have no preference as to whether the data is housed in a central
database or in a distributed scheme. Based on what we heard, it is our
understanding that e-pedigree is technologically feasible with either model and
even in a hybrid environment, where some data is stored in a central database
while other data is distributed across company servers. We believe it would be
most efficient to let the market and technology dictate how to best capture and
access the data in e-pedigrees.

We do believe that it is essential that every entity in a drug product’s chain of
custody has access to the product’s pedigree data all the way back to the
manufacturer, in order to verify and authenticate the pedigree. It is also important
for FDA to have access to the information in matters of suspect illegal activity.

Recommendation:

o We have no preference whether a distributed versus central
database is used, as long as every entity in the chain of custody for
the product has access to information about that product all the way
back to the manufacturer.

4. Privacy Issues
A. Labeling/Disclosure/Education

Issue/Background

There is general concern that an unauthorized person might be able to read the
information from an RFID tag on a drug without the possessor of the drug
knowing it, possibly disclosing personally identifiable information or the name of
the drug. We sought comment on whether privacy concerns are warranted and
whether it is possible for an unauthorized person to read the information from an
RFID tag on a drug once that drug is in the consumer’s possession. If so, what
type of information could be accessed? We also sought comment on how to
make consumers aware that an RFID tag is on the drug package and the type of
consumer education that would be needed as the use of RFID in the drug supply
chain becomes more prevalent.

What We Heard

The majority of the comments indicated that privacy safeguards are needed.
However, some pharmaceutical organizations said that patient privacy issues are

17




not a major concern because many of the prescriptions filled at pharmacies are
not dispensed in the original bottles from the manufacturer; the prescriptions are
instead placed in a consumer-size container, which would not have an RFID tag.
Some comments cited concern about persons gaining unauthorized access to
information about the type of drug being taken as well as personal identifying
information. Several comments said that the RFID tag should not contain
information that identifies the drug (e.g., NDC number). Instead, these
comments suggested that the tag should contain a random serialized number so
that anyone reading the tag would see only a meaningless number.

Many comments referred to the importance of consumer notice and choice and
the use of fair information practices. Comments noted that notice of the
presence of an RFID tag on a drug package should be clear, conspicuous, and
accurate. Several comments indicated that one way to address the issue of
consumer notice is to use a symbol on the package. There was uncertainty,
however, as to where the symbol should be placed.

Some comments pointed out that many concerns about privacy are due to
concerns about database security (i.e., once the data is collected from an RFID
tag, how secure is the database where it is stored?).

The majority of comments said that consumer education is needed for the
successful adoption of RFID across the drug supply chain. Many comments
indicated that consumers should be informed of the benefits of RFID (e.g., how
RFID can help secure the drug supply chain), as well as the risks associated with
the technology (e.g., potential threat to privacy). According to some comments,
consumers should also be educated about the options that are available for
deactivating or removing the RFID tag. Most comments said that FDA, as well
as experts in academia, industry, and patient and consumer groups, should be
involved in developing education programs.

Discussion

Privacy issues are a real concern for consumers and FDA. These concerns will
continue unless there is appropriate disclosure of the presence of an RFID tag on
containers given to patients and sufficient education about the application, true

risks, benefits, and vulnerabilities associated with RFID tags on drug producis.
This is no easy task.

Although we support the use of a statement or symbol to disclose the presence
of an RFID tag on a drug product package, it is important that manufacturers
work with FDA to develop an appropriate message or symbol. Most statements
made on the labeling of prescription drug products are regulated by FDA and
subject to agency pre-approval. We, therefore, recommend that manufacturers
should work with FDA before choosing a statement or symbol to add to their
product labeling.
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We also are willing to work with stakeholders to develop a uniform statement or
symbol that can be used to signal the presence of an RFID tag on a drug product
package to use in educational campaigns. Such campaigns would help
consumers to readily identify and understand the meaning of the statement or
symbol.

We do not propose to issue guidance at this time regarding statements or
symbols on drug product labeling to indicate the presence of an RFID tag.

Consumer education is necessary. Potential messages could include educating
consumers about RFID, the benefits of its use for patient safety, the privacy risks,
possible risks from RF emission, and deactivation and removal of the tag. We do
not currently have the resources to lead educational efforts. However, we will
work with manufacturers and other stakeholders in their efforts.

Recommendation:

e We recommend that FDA work with manufacturers and other
stakeholders in their efforts to develop appropriate messages, symbols,
or statements for labeling of drug products and packaging that contains
an RFID tag.

e We recommend that FDA work with private and public sector
organizations in their efforts to educate consumers about RFID.

B. “Turning Off’ the RFID Tag

Issue/Background

Some people have suggested that the RFID tag should be “turned off” or
deactivated before it leaves the pharmacy, or that patients should be given the
choice of whether it is “turned off’. We sought comment on the advantages,
disadvantages, and feasibility of deactivating the tag.

What We Heard

Many comments indicated that deactivating or removing the RFID tag at the point
of purchase (i.e., the pharmacy) would effectively address privacy concerns.
However, some comments pointed out that while deactivating or removing the
tag would address privacy concerns, it may also prevent post-sale benefits (e.g.,
recalls) which would have been possible had the tag remained active/in place.

Some pharmacy groups said that the tag should be deactivated prior to arrival at
the pharmacy retailer to ensure that no patient is inadveriently sent home with an
active tag. One comment said that in practice, deactivating the tag at the point of
sale is not feasible because it would place too much responsibility on
pharmacists and may re-expose the drug to unknown radio-frequency effects.
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Some comments indicated that FDA should provide guidelines to ensure privacy
protections through RFID tag deactivation or removal.

Many comments suggested various deactivation methods. Some of the
suggested options were: Kill function (total or partial), blocker chips, encryption,
read protection, decommissioning with individual tag password, tag destruction,
placing RFID tagged objects in a foil lined bag (which would prevent unwanted
reads), and database controls. There was no consensus on the best
deactivation method. However, a standards organization commented that it is
evaluating tag deactivation, taking into consideration the consumer and industry
benefits of post-sale uses of RFID tags. The point in the supply chain where
RFID tags should/could be deactivated is also being evaluated.

Discussion

There are benefits to both keeping the RFID tag active after sale and
deactivating it before dispensing the product. We believe that an active tag can
provide valuable information if the drug product finds its way back into the drug
supply chain. FDA has found counterfeit and diverted drugs in the drug
distribution system when drug wholesalers, third-party return entities, or
manufacturers return drugs for credit and/or destruction. Those products with
active tags would be easier to identify and track through the supply chain. That
said, we respect the privacy concerns, however, and do not believe that it is
necessary for an active tag to go to the patient.

It is unclear whether technological methods to deactivate the tag in the normal
course of business are mature enough for use in the marketplace at this time.
We believe that this issue warrants further discussion among stakeholders,
technology experts, and consumers, about the viable options and we are not
prepared to make a recommendation at this time.

Recommendation:

e We recognize that this is an important issue, but do not have sufficient
information to make a recommendation at this time.

V. CONCLUSION

FDA's vision of a safe and secure drug supply chain is premised on transparency
and accountability by all persons who handle the prescription drug, starting with
the manufacturer and ending with the pharmacist who hands the drug over to the
patient. Drug supply chain efforts that capitalize on advances in electronic track
and trace technology to create a secure electronic pedigree further this vision.

With the implementation of the PDMA regulations in December 2006, we expect
that supply chain stakeholders will move quickly to adopt electronic track and
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trace technology, implementing RFID in a phased-in approach. We recognize
that there are important issues that still need resolution, such as privacy
concerns and uniform and universal pedigrees that might benefit from further
discussion by stakeholders or Congress. However, these issues should not
hinder the forward progress and momentum toward widespread adoption that we
have withessed and expect to continue. Companies should continue to tag drug
products, build infrastructure across the supply chain for using an e-pedigree,
and remain vigilant in their responsibility to provide a safe and effective drug
product to the patient.

' The Task Force consists of senior staff from the Office of the Commissioner (Office of Policy and Planning, Office of the
Chief Counsel), Office of Regulatory Affairs, the Center for Drug Evaluation and Research, and the Center for Biologics
Evaluation and Research.

2 The FDA Counterfeit Drug Task Force recommendations are detailed in its report, entitted, “Combating Counterfeit
Drugs — A Report of the Food and Drug Administration,” February 18, 2004 (2004 Counterfeit Drug Report)
ghttp://www.fda.gov/ocﬁnitian‘ves/counterfeit/report02_04.html).

PDMA (Public Law 100-293) was enacted on April 22, 1988, and was modified by the Prescription Drug Amendments
(PDA) (Public Law 102-353, 106 Stat. 941) on August 26, 1992. The PDMA, as modified by the PDA, amended sections
301, 303, 503, and 801 of the Federal Food, Drug, and Cosmetic Act (21 U.S.C. 331, 333, 353, and 381) to, among other
things, establish requirements related to the wholesale distribution of prescription drug products.

* Combating Counterfeit Drugs: A Report of the Food and Drug Administration Annual Update, May 18, 2005
(hitp://www.fda.gov/ocfinitiatives/counterfeit/update2005.html).

® The workshop agenda, speakers' presentations, and meeting transcript are available at www.fda.gov/rfidmeeting.html .

©64 FR 67720.

765 FR 25639.

8 See http:/iwww.fda.govioc/pdmalreport2001/

69 FR 8105.

¥ |n this report, the term “comments” includes comments that we heard at the public meeting and written comments
submitted to the docket.
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To: The Safety Division
Pharmaceutical and Food Safety Bureau
Ministry of Health, Labour and Welfare

Document of March 24, 2006
“Implementation of Bar Code Labeling of Ethical Drugs”

We thank you for the opportunity to review and comment on the above referenced
document. The global Healthcare User Group, GS1 HUG™ (www.gs1.org/hug),
comprises representation from major global pharmaceutical and medical device
manufacturers (including Japanese manufacturers), wholesalers, hospitals,
regulatory bodies and trade associations. The GS1 HUG™ is striving for global
standards for automatic product identification and is currently working with a number
of regulatory bodies.

The GS1 HUG™ Leadership team has reviewed this document in detail, together
with other GS1 HUG members and we would like to provide our comments, which
are listed in order of importance, some of which are recommendations for your
consideration and some of which require further clarification. We are available to

openly discuss these comments should you require clarification or additional
information.

Ref. 2 Numbering of product codes and JAN codes

The GS1 HUG is concerned about the requirements for packaging level indicators.
In the proposal, definitions are assigned to indicators 0, 1 and 2. The GS1
standards specify such indicators must be unique and do not have intelligence as
this limits flexibility for alternate package configurations. We strongly recommend
that the rule clarifies that packaging level indicators are not pre-assigned. The
manufacturer determines the packaging level indicator and ensures that each is
unique. GS1 HUG suggests that the table under section 3 (Changes of JAN codes)
be updated to incorporate this approach for JAN code changes.

Ref. 4 Bar code symbol system

The GS1 HUG suggests that any of the approved open GS1 standard symbologies
(including RSS, Data Matrix etc.) should be accepted. The market will drive the final
selection from the approved standards.

Ref. 5 Order for indicating data elements and application identifiers

According to GS1 standards, Application Identifier Al (30) is used for a variable
guantity, not a fixed quantity. Al (37) is to be used for a fixed quantity. The GS1
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HUG strongly recommends that Al(30) and Al(37) are used as intended by GS1
standards. The case count field does not aid in preventing dispensing errors and
therefore should not be within the scope of this proposed rule.

Ref. 7 (1) Others

This statement indicates two bar codes are required. The GS1 HUG recommends
that only a single bar code is printed on any package unit .

Ref. 6 Timing for implementation of the New Bar Code Labeling (1)

It is unclear what products are classified as “specific biological products”. Is there a
link to a database that can be shared? Is there logic to how specific biological
- products are identified?

Ref. ‘Ethical Drugs’

The wording ‘ethical drugs’ is used several times in the document.
The GS1 HUG understanding is that an ethical drug is intended for the hospital
market only? Clarification of the terminology should be considered.

Ref.1. (1) Formulation package unit

Clarification is needed around definition of the ‘formulation package unit. Kits or
combination packs may contain a vial of active substance and a vial of liquid for
dilution, packaged together. What is defined as the smallest unit of package? The
GS1 HUG assumes that the “unit of use” package is considered the formulation
package unit.

The GS1 HUG will give serious consideration to suggest that the QR code should
be included by GS1 as a future open standard.
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Prevention of Medical Errors
Encoding of the unit dose or unit of use package to enable
automated verification to ensure right dose, for the right patient at
the right time. Encoding of the unit of use package to enable
automated verification to ensure the right device for the right patient.

Product Authentication
Utilizing a GS1 data structure, enable authentication of individual
packages, cases or pallets.

Tracking and Tracing
Utilizing a GS1 data structure, work with supply chain trading
partners to enable an electronic pedigree for individual packages
such that in the event of a counterfeiting incident, tracing of the
suspect product can oceur.

Increase Total Supply Chain Efficiency
Through greater visibility, accuracy and velocity.
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Mission:
Lead the healthcare

industry to the effective
utilization and development of global standards with
the primary focus on aufomatic identification to

improve patient safety

Vision:
Become the gingle source for requlatory agencies
and trade organizations (manufacturer, wholesaler,
distributor, hospital and pharmacy) to seek input and
direction for global standards in the healthcare
industry
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Kick-off meeting in May 2005 in
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2nd Meeting November/December 2005
in Princeton

3 Meeting March 2006 in Rome
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Smiths Medical
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NACDS

EGA

Eucomed

Public Health Agency
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University Hospital Dijon
University Hospital Lyon
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G51 identification Keys te.g. GTIN, GLN, S5CC, GRAL, GU Best Before Date)
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Stay Focused on Business Objective, Use and Practicality
+  What role does auto-ID play in solving the objective?
* What is the data structure required?
* Define the data then choose the data carrier
* Move away from national coding systems
« What are the use requirements?
»  Granularity? Lot or Serial
* Volume? Transactions
* Mixed or Homogeneous Packages?
¢ Line of Site or non Line of Site?
What are the technical challenges?
* Dosage form, Package Level and/or Package Type
* Do we need to print the codes in-line or can we use preprinted components?
* Practical? Technically Possible but with What Quality and Cost
What to do?
* Strive for Global Alignment through Global Guidelines
* Promote and implement worldwide
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Collaborate Across GS1

+  HUG Members Participate on Other Work Groups within GS1 as
Appropriate
= Provide Feedback Mechanism with Other Work Groups and GS1
Organizations that Support the Development of Auto ID or eCommerce
Standards
+ lLeverage Synergies with EPCglobal's HLS BAG for Activities focusing
on RFID
» HUG Leadership to Participate in EPCglobal Tri-Chair Monthly Meetings
» Communicate Regulatory Activity and Communication throughout
Gst1
« RFID/EPC Discussions:

+ The HLS BAG Tri-chairs have Primary Responsibility for RFID
Activities in the US via EPCglobal (Elizabeth Board)

* HUG will include the HLS BAG Tri-chairs in Regulatory Discussions
with Other Markets
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Participants list HUG Conference 13 - 15 June Minneapolis, MN

iD Fuli_name Organisation Title
11Jill Buss 3M Manager, Package Engineering
2 Monica M. Kryzer 3M Company Supply Chain Manager
3| Jeffrey Secunda Advaied Mr.
4,Gunther Lamparter Aesculap AG & Co. KG Director Service Systems
5| Mark Rutkiewicz AGA Medical QA Director
6|Grant Hodgkins Alcon Laboratories, Inc. Mr.
7 |Viadimir Gusev Amgen Engineer 1l / Brand Protection
8|Volker Zeinar B. Braun Group Mr.
9/ Peter Tomicki Baxter Mr
10, Thomas Cooley Brigham & Women\'s Hospital Assistant Director, Pharmacy
11 |Mike Meakin DHL. - Exel Supply Chain Quality Director
12|Ms. Kathleen Garvin DoD DoD Medical PM Data Sync
13|Jay Crowley FDA Mr.
14|David Racine FDA/CDRH Sr. Program Management Officer
15,Suzy Borgschulte GlaxoSmithKline RFID Business Analyst
16 |Ed Dzwill GPSG - Johnson & Johnson Manager Package Technology
17 |David Buckley GS1 Global Office Mr.
18|Michel van der Heijden GS1 Global Office Mr.
19!Barbara Dorner GS1 Austria Business Development Manager
20 Scott Gray GS1 Global Office Mr.
21|Eduardo Rodriguez Pinto |GS1 Chile Mr
22 Valerie Marchand GS1 France Mrs.
23| Peter J. Alvarez GS1 GDSN, Inc. Senior Director
24 Michaela Haehn GS1 Germany Senior Project Manager
" 25|Uirike Kreysa GS1 Global Office Group Manager Healthcare Solut
26|Yasuo Kurosawa GS1 Japan Deputy General Manager
27| Gary Hartley GS1 New Zealand Mr
28| John Roberts GS1US Director
29|Bernard Hogan GS1 US SVP-CTO
30| Yamato Miyahara GS1 Japan Special Reseacher
31,D. Bruce Cohen GSK Technical Director
32|Brett Novak Hospira Worldwide Marketing Manager
33 |Eric D. Strong Hospira, Inc. Packaging Engineer
34 Massimiliano Molinari J&J - Pharma GTO, Packaging Engineer
35/Mike Rose Johnson & Johnson Mr
36, Thomas Werthwine Johnson & Johnson Manager
37 |Gary A Clement Kimberly-Clark Mr
38 Ron Bone McKesson Sr. VP Distribution Support
39|Ted Ng McKesson Corp Director
40 Barb Ruble Meditronic, Inc Director, Master Data Governan
41 |Jackie Rae Elkin Medtronic, Inc. Ms.
42|Steve Hess Merck & Co., Inc,. Exec Dir Packaging Tech
43 |Bruce Anderson Ministry of Health - NZ Dr
44 | Masanori Akiyama MIT Sloan School of Management |Visiting Professor
45/M. Diane Arico Novartis Pharmaceuticals Corp US Proj Mgr, Anti-Counterfeit
46| Masakazu Gotanda Olympus Medical systems General manager
47 Naomi Sekino Olympus Medical systems Manager
48| Mark Walchak Pfizer Senior Manager- Pack Tech
49|Rich Hollander Pfizer Mr.




50 Daphne Allen PMP News Editor

51|Joseph Pleasant Premier Inc. CiO

52 |Patsy Johnson Roche Diagnostics eCommerce Principal

53| Alberto Sanna San Raffaele Scientific Instit Dr

54 Jim Willmott Smiths Medical Mr

55 Mark Hoyle Tyco Healthcare Mr

56| llisa Benstein U.S. FDA Director of Pharmacy Affairs




GS1 HUG™ Global Healthcare User Group
Minneapolis, Minnesota, USA 13-15 June 2006

Griffin Auditorium
HUG Medtronic CRM West Campus
7000 Central Ave NE  Minneapolis, MN 55432

If you have any questions or need further directions,
Medtronic’s main number is 1-763-514-4000.

Directions from the DEPOT:

= Start out going NORTHWEST on S 3RD ST/3RD ST S toward 2ND AVE S.
s Continue to follow 3RD ST S.

= Take I-94 W/ US-52 N. Merge onto |-694 E

= Take the MN-65 S / CENTRAL AVE exit- EXIT 38A.

s Turn LEFT onto CENTRAL AVE NE / MN-65 N.

= Continue to follow MN-65 N.

= Turn RIGHT onto MISSISSIPPI STREET.

s Turn LEFT onto CENTRAL AVE NE / CR-6 / CR-35.

= Continue to follow CENTRAL AVE NE / CR-35.

Directions from the AIRPORT:

s Exit the airport on Airport Road (East bound).

= Take the Hwy 55/ Mendota exit.

= Continue to follow the Hwy 55 West signs.

= Hwy 55 will merge into Hwy 62.

= Follow Hwy 62 to I-35W North.

= At the 1-694 exit, take the West bound lane.

= Go West on 1-694 to MN-65 SICENTRAL AVE exit — EXIT 38A.
s Turn RIGHT onto CENTRAL AVE NE / MN-65 N.

s Continue to follow MN-65 N.

= Turn RIGHT onto MISSISSIPPI STREET.

= Turn LEFT onto CENTRAL AVE NE / CR-6 / CR-35.
s Continue to follow CENTRAL AVE NE / CR-35.
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